
Client Security Upgrades Waiver 

 

Due to the current increase in hack attempts on Remote Desktop Servers as well as Office 365 email 

systems, we are strongly recommending the implementation of the following 2 items as a bare 

minimum to secure all our clients’ IT systems. 

• Office 365 Multi-Factor authentication (MFA) 

• Access to Remote Desktop Servers via secure VPN 

Should you choose to ignore these recommendations, you agree that Ginko IT cannot be held 

responsible for any damages or loss of data/income and that any work required to remediate issues 

arising from related security breaches will be chargeable regardless of any current maintenance 

contracts.    

If you understand the risks and potential charges involved, but still want to ignore the above security 

items, please print / scan and enter your name, date and sign below: 

 

Please forward this in an email to support@ginko.com.au  

 

 

 

Name:   _______________________________________ 

 

 

Date:     _______________ 

 

 

Signature:   ______________________________ 
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